
Data Protection and 
Privacy Policies: 

A Snapshot



THE WORLD 
IS AWASH 
WITH DATA 
TODAY



WHAT DOES RESPONSIBLE DATA 
PROTECTION POLICY ENTAIL?

Judicious 

balance between 

national security 

and individual 

privacy

Data security 

from hackers 

and malicious 

elements

Access to data at 

all times, 

including wars 

times

Prevention of 

misuse of data 

by profiteering 

entities

Facilitating data 

economy with 

free flow of data 

with guidelines 

and protocols



WHAT THE DATA PROTECTION PILLARS MEAN? 

1

National Security
Principle factor 
in a national 
data policy 
regarding the 
collection, 
storage or 
dissemination

2

Data Sovereignty 
Idea that data is 
subject to the laws 
and governance 
structures within 
the nation it is 
collected

3

Data Safety
Addresses the 
security of data 
generated in a 
country– where it 
is stored, how 
safely it is stored, 
who it is shared 
with etc

4

Data Localization 
Storing data on a 
device that is 
physically present 
within the borders 
of a specific country 
where it  was 
generated

5

Data privacy 
Concerned with 
the proper 
handling of data 
– consent, 
notice, and 
regulatory 
obligations



WHY THE RAGING DEBATE ON DATA PRIVACY?



DATA PROTECTION LAWS ACROSS THE WORLD



WHAT IS THE ROLE OF NATIONAL 
GEOSPATIAL AGENCIES?

NGAs should be 

part of talks 

with govts, civil 

society and 

businesses

Geospatial information have for long been 

considered integral part of national security

Growth in location data and its value 

making it an important aspect

Pervasiveness of location/geospatial data 

in business and governance data

Non-geospatial agencies don’t usually 

understand use and value of spatial data

Often leads to policies that hinders growth 

of geospatial as well as user industries



THANK YOU!


